
Risk review

Enabling  
effective  
risk-based  
decision-making  
in a complex world

prudentialplc.com48 Prudential plc Annual Report 2022 prudentialplc.com

http://prudentialplc.com


In the face of significant market volatility and uncertainty, 
Prudential’s Group Risk Framework, risk appetite, and robust 
governance have allowed the business to manage and control 
its risk exposure dynamically and effectively throughout 2022, 
in order to achieve the Group’s strategy of delivering value for 
our shareholders and all our stakeholders. This section explains the 
main risks inherent in the business and how Prudential manages 
those risks, with the aim of ensuring an appropriate risk profile is 
maintained.

1  Introduction
The Group
Following key actions taken in 2021 to reshape Prudential into an 
Asia and Africa-focused business, the Group has transformed its 
leadership structure and its strategic and operating models as it 
continues to enhance its focus on its customers, as well as adapting 
a multi-channel distribution model to reflect evolving markets and 
external operating conditions. The Group Risk, Compliance and 
Security (RCS) function continues to provide risk opinions, guidance, 
assurance and engagement with Prudential’s Group-wide supervisor, 
the Hong Kong Insurance Authority (IA), on these critical activities, 
while overseeing the risks and implications to the ongoing business 
in order to ensure the Group remains within approved risk appetite, 
at all times, in the backdrop of increased complexity of the 
macroeconomic, geopolitical and regulatory environments. During 
2022, the Group achieved notable milestones with the completion 
of all agreed transitional arrangements to fully implement the Hong 
Kong IA GWS Framework, the implementation of the C-ROSS II 
at CPL, its Chinese Mainland joint venture, and early adoption of RBC 
at its Hong Kong businesses.

2022 was characterised by high inflation, high interest rates and 
economic uncertainties, set against reconfigured national alliances 
and competition for energy and natural resources. The impacts to 
the Group are multifaceted and may be pronounced. These include 
increased strategic and business risks, as well as increasing insurance, 
product and customer conduct risks. For the Group’s customers, these 
wider geopolitical and macroeconomic circumstances may increase 
uncertainty over livelihoods, elevate costs of living, and cause 
challenges in affordability for essential needs and services, including 
insurance products and perhaps at times when they may be most 
needed. The complexity of meeting regulatory expectations on 
these issues, as governments increasingly focus on them, is expected 
to increase. Prudential will need to meet these challenges for its 
business and those of its customers in a fair and equitable way. 
At the same time, the Group will be expected to navigate the volatile 
financial environment in its markets to ensure it remains robustly 
capitalised to sustainably deliver for the additional needs of its 
customers and the societies in which it operates. These are the key 
themes underpinning this report, with details included below.

Against this backdrop, the Group continues to effectively leverage 
its risk management, compliance and security experience in more 
mature markets, applying it to its growth markets as appropriate 
to their respective risks and the extent of their challenges in this 
changed world, and reflective of opportunities, customer issues and 
needs and local customs. Prudential will continue to apply the holistic 
and coordinated approach in managing the increasingly dynamic, 
multifaceted and often interconnected risks facing its businesses.

Macroeconomic and market environment
The Russia-Ukraine conflict may continue to lead to economic and 
market stresses being particularly intense in Europe given its 
dependence on Russian energy and commodities. The uncertainty on 
the longer-term evolution of these tensions has contributed to 
keeping energy and commodity prices high and volatile leading to 
high inflationary pressures. In early 2023, for certain markets which 
the Group operates, inflation appears to have peaked after having 
reached decades-high levels in 2022. However, there are structural 
risks to inflation persistence, constraining real incomes and growth to 
an extent capable of triggering a global recession.

Central banks, including many in Asia, in large part but at varying 
pace and levels, have responded to inflationary pressures with 
monetary policy tightening and base interest rate increases, while 
factoring in the impact of US Federal Reserve monetary policy on the 
strength of the US dollar and implications in emerging markets. This 
challenging inflationary environment led to wide-spread weakness 
across asset classes in 2022, in both fixed income and equities which 
posted significant losses. Sentiment was also impacted by weak 
demand in the property sector, and volatility in the economic outlook 
in the Chinese Mainland as Covid-19 restrictions continued through 
most of the year. The Chinese Mainland and Japan were the regional 
exceptions in retaining a relatively accommodative monetary policy. 
Global activity data was generally weaker in 2022, but showed some 
resilience given the record pace of tightening of financial conditions. 
Consumer confidence in both developed and emerging markets in 
Asia fell sharply and into depressed territory for much of the year, 
although actual spending remained at fairly stable levels, given high 
levels of excess savings, reopening flows and higher-than-expected 
fiscal stimulus.

With the rapid reopening of the Chinese Mainland market, the 
headwinds appear to have reached a turning point at the end of the 
year with policymakers announcing a relaxation of pandemic-related 
restrictions and the reopening of borders as well as a more convincing 
package of measures to stabilise the property market. However, the 
growth path with recovery in consumer spending, especially services, 
is likely to be volatile based on the experience in other countries, when 
restrictions were quickly released, the temporary escalation in 
Covid-19 cases led to an economic pause before a more sustained 
rebound. Furthermore, supply chains have also taken time to recover 
to previous levels of efficiency and capacity.

The continued strength in the US dollar against the majority of 
other currencies further contributed to tighter financial conditions 
and weaker exchange rates of a number of emerging markets 
in which the Group operates, adversely impacting Prudential’s 
consolidated financial statements upon the translation of results 
into US dollar, the Group’s reporting currency. With interest rates 
rising, sub-Saharan Africa has seen an increase in external debt 
servicing costs. The rising debt servicing burden could lead to a 
trade-off for governments in the region between paying down 
debt obligations or funding longer-term social projects. 

The macroeconomic landscape and financial markets are expected 
to remain challenging and highly uncertain. The capital position of 
the Group and its local businesses has been monitored with high 
cadence and has remained robust throughout 2022. The full impact 
of the economic turbulence in 2022 is yet to fully materialise and will 
continue to be closely monitored by the Group.
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Geopolitical landscape
The Russia-Ukraine conflict has led to a range of geopolitical 
implications, which remain uncertain and complex. The direct 
implications were regularly monitored throughout 2022 and were 
considered in the Group’s broader scenario analysis and planning. 
The diplomatic consequences of the conflict have driven an 
adjustment (and some reinforcement) in regional security and 
trading blocs, with an increasing conflation of economic issues with 
considerations of national interest and security, and with implications 
for international strategic competition. The Russia-Ukraine conflict 
may have implications for, or result in a short-term slowing of, 
progress in meeting global and corporate decarbonisation targets, 
as markets prioritise access to sufficient primary energy sources, 
increasing the use of coal. In the medium term, a reduction in the 
reliance on external gas and oil supplies may drive an acceleration in 
the adoption of zero-carbon energy sources. However, challenges to 
supply chains, technologies and access to raw materials and energy 
will remain where national security concerns are heightened. Over the 
longer term, the conflict, and the diplomatic and economic reactions 
to it, could contribute to an acceleration towards ‘decoupling’ or the 
divergence of markets into more distinct trading blocs, limiting the 
scope for flows of people, capital and data between blocs, increasing 
the potential operational and reputational risks for companies 
continuing to trade and operate between these blocs. 

The US-China relationship has been a key focus of geopolitical tension 
in 2022, impacted in part by the Russia-Ukraine conflict. In turn, 
this has exerted pressure on policymakers in other geographies, 
including the Asian markets in which the Group operates. Following 
the US mid-term Congressional elections and 20th Party Congress 
of the Communist Party of China in the second half of 2022, political 
pressures continued to indicate an increasingly divergent set of 
positions and strained rhetoric on matters of mutual interest, 
including Taiwan. The relationship remains inherently dynamic and 
continues to be monitored, against a backdrop of increasing strategic 
competition as illustrated by the US CHIPS Act and sustained 
bilateral criticism. While the pace of domestic regulatory reform in 
the Chinese Mainland abated in 2022 relative to 2021, the effects of 
reforms and their implementation, including those relating to 
technology, data usage and capital market operations, may create 
geopolitical implications which will require assessment, as will US 
legislation, which may in turn be mirrored or affect other markets’ 
regulations related to China. Legislative or regulatory changes that 
adversely impact Hong Kong’s economy or its international trading 
and economic relationships, as a key market which hosts Group head 
office functions, could have an adverse impact on sales and 
distribution and the operations of the Group.

Societal developments
Global economic uncertainties and the rise in inflation are 
increasingly putting pressure on household affordability and may 
exacerbate existing structural inequalities within societies. 
Government and supervisory attention is being increasingly focused 
on the cost of living crisis taking shape across many of the Group’s 
markets and the contribution of the corporate sector to government 
tax revenues. These developments have implications for Prudential in 
terms of how it engages with its customers, who will, in some markets, 
experience real challenges in affording or maintaining insurance 
products at their current level of coverage. This may happen at times 
when that protection is needed most, and when such customers 
increasingly represent the vulnerable in society. In Asia, there is an 
increasing expectation from governments for private companies to 
help with affordability issues, for example, by introducing moratoria 
on price increases, and to extend the regulatory definitions of 
‘vulnerable’ customers to explicitly include those in need due to the 
current economic pressures. Prudential will continue to carefully 
balance affordability and the impact on its customers with the need, 
and ability, to reprice products where necessary.

A high inflation environment, combined with recessionary concerns, 
and societal and regulatory expectations of support, may also 
heighten existing challenges in persistency for insurers. As has always 
been the case, Prudential will continue to engage with governments, 
regulators and supervisors on these issues. As a matter of course, 
the Group regularly assesses the suitability and affordability of its 
products, and aims to reduce their perceived complexity whilst 
increasing the transparency of their costs and benefits. These aims, 
as well as the Group’s increasing focus on the sustainable digital 
distribution of its health and protection products via its digital 
platform, help to expand the financial inclusion of Prudential’s 
products and improve customer outcomes.

Most markets have moved, at different paces, to an endemic 
approach in managing Covid-19. The Group looks to retain the 
positive changes that the pandemic accelerated, including those 
related to changes in traditional working practices and the use of 
digital services, technologies and distribution methods to customers, 
while monitoring and mitigating the potential increase in technology, 
data security or misuse and regulatory risks that these may bring. 
Prudential is exploring new ways of working and, as a responsible 
employer, is reflecting thematic trends through a coordinated suite 
of activities related to the upskilling of its workforce, and increasing 
flexibility, inclusivity and psychological safety in the workplace. 
The Group continues to monitor emerging social trends, including 
those linked to environmental change and the impacts to developing 
market societies associated with the transition to a lower-carbon 
global economy. A just and inclusive transition is central to the 
Group’s strategy and Prudential recognises the interests from a wide 
range of stakeholders in the way it manages ESG and climate-related 
risks. The Group continues to recognise the importance of financial 
inclusion and the ways in which the Group’s products and services 
meet the changing needs of affected societies. Its risk management 
framework continues to evolve to manage the changing nature of 
these wide-ranging risks, including activities to promote a transparent 
culture, and active encouragement of open discussion and learnings 
from mistakes.

Regulations
Prudential operates in highly regulated markets, and as the nature 
and focus of regulations and laws evolve, the complexity of 
regulatory compliance (including with respect to economic sanctions, 
anti-money laundering and anti-corruption) continues to increase 
and represents a challenge for international businesses. Geopolitical 
tensions including the Russia-Ukraine conflict have increased 
uncertainties and the long-term complexity of legal and regulatory 
compliance for Prudential’s businesses operating across multiple 
jurisdictions. Whilst the complexity of sanctions driven by the 
geopolitical conflicts is elevated, the Group is experienced in 
managing this and has in place risk tolerance frameworks to deal with 
complex and conflicting risk trade-offs to guide executive decisions.

The rapid pace and high volume of regulatory changes and 
interventions, and swiftness of their application including those 
driven by the financial services industry, have the potential to increase 
strategic and regulatory risks for the Group’s businesses. There has 
been an increased regulatory focus by Prudential’s Group-wide 
supervisor, the Hong Kong IA, in particular on customer experience, 
investment management, governance and sustainability and 
climate-related topics. In the Chinese Mainland, various policy 
and regulatory developments relevant to the provision of financial 
services are in progress, as is the implementation of the market’s data 
governance pillars. Regulatory focus on the financial services industry 
remains broad and often concurrent, and includes areas such as 
customer conduct and protection, information security and data 
privacy and residency, third-party management, systemic risk 
regulation, corporate governance and senior management 
accountability. Climate and sustainability-related regulatory 
developments continue to develop at pace, both globally and in Asia. 
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Developments in domestic and international capital standards 
continue to move forward, for example, the International Insurance 
Capital Standard (ICS) is being developed by the International 
Association of Insurance Supervisors (IAIS) due for adoption post 
2024; C-ROSS II and Hong Kong RBC which were implemented in the 
Group’s Chinese Mainland joint venture and Hong Kong businesses 
respectively. Changes in regulations related to capital have the 
potential to change the extent of capital sensitivity to risk factors. The 
new accounting standards IFRS 17 also became effective from 
1 January 2023 which is mandatory for the Group given its UK 
domicile and its dual primary listings. Other examples of material 
regulatory changes include the sale and management of investment-
linked products in Indonesia. Prudential’s portfolio of transformation 
and regulatory change programmes have the potential to introduce 
new, or increase existing, regulatory risks and supervisory interest 
while increasing the complexity of ensuring concurrent regulatory 
compliance across markets driven by potential for increased 
intra-Group connectivity and dependencies. 

The Hong Kong IA’s GWS Framework became effective for Prudential 
following designation by the Hong Kong IA on 14 May 2021. 
Prudential will continue to engage constructively with the Hong Kong 
IA as its Group-wide supervisor as it ensures ongoing sustainable 
compliance. In jurisdictions where Prudential operates with ongoing 
policy initiatives and regulatory developments which impact the 
way Prudential is supervised, these developments continue to be 
monitored by the Group at a market and global level and these 
considerations form part of the Group Risk Framework and ongoing 
engagement with government policymakers, industry groups 
and regulators.

2 Risk governance
a System of governance 
Prudential has in place a system of governance that embeds a 
clear ownership of risk, together with risk policies and standards 
to enable risks to be identified, measured and assessed, managed 
and controlled, monitored and reported. The Group Risk Framework, 
owned by the Board, details Prudential’s risk governance, risk 
management processes and risk appetite. The Group’s risk 
governance arrangements are based on the ‘three lines’ model. 
The ‘first line’ is responsible for taking and managing risk, while the 
‘second line’ provides additional challenge, expertise, oversight and 
scrutiny. The role of the ‘third line’, assumed by the independent 
Group-wide Internal Audit function, is to provide objective assurance 
on the design, effectiveness and implementation of the overall 
system of internal control. The Group-wide RCS function reviews, 
assesses, oversees and reports on the Group’s aggregate risk 
exposure and solvency position from an economic, regulatory and 
credit ratings perspective.

In 2022, a review of committees across the Group’s head office 
was undertaken to ensure continued appropriateness of the level 
of Group governance that promotes individual accountability in 
decision-making and supports the overall corporate governance 
framework to provide sound and prudent management and oversight of 
the Group’s business. The Group constituted a new Group Investment 
Committee, chaired by the Group Chief Financial Officer, which was 
accompanied by the approval of a revised Group Investment Policy, for 
the oversight of all investment activities and in line with GWS Framework 
requirements. During 2022, oversight responsibilities for the Group’s 
reporting against the recommendations of the Task Force on Climate-
Related Financial Disclosures (TCFD) and the ongoing implementation 
of the Group’s climate-focused commitments, as part of the Group’s ESG 
strategic framework, were transferred from the Board-established 
Responsibility & Sustainability Working Group (RSWG) to the Group Risk 
Committee with the RSWG retaining its focus on overseeing the culture, 
customer and digital aspects of the framework.

Building on enhancements implemented in 2021, Prudential has 
continued to embed ESG and climate change considerations within 
the Group Risk Framework, such as explicitly defining time horizons 
for the purposes of climate risk and requiring the consideration of 
risks in the context of the time horizon of expected benefits/paybacks 
of decisions within core strategic processes where ‘risk-based 
decision-making’ must be incorporated, and the embedding of its 
Group-wide customer conduct risk (including the implementation of 
enhanced monitoring metrics), third-party and outsourcing and data 
management frameworks and policies.

b Group Risk Framework
i. Risk governance and culture
Prudential’s risk governance comprises the Board organisational 
structures, reporting relationships, delegation of authority, roles and 
responsibilities, and risk policies that have been established to make 
decisions and control activities on risk-related matters. The risk 
governance structure is led by the Group Risk Committee, supported 
by independent Non-executive Directors on the risk committees of 
the Group’s major businesses. The Group Risk Committee approves 
changes to the Group Risk Framework and the core risk policies 
that support it. The Committee has direct lines of communication, 
reporting and oversight of the risk committees of the Group’s major 
businesses. In the second half of 2022, the chief risk and compliance 
officers of the Group’s major businesses and the managing directors 
of the Group’s Strategic Business Groups have formally become 
members of the Group Executive Risk Committee, the advisory 
committee to the Group Chief Risk and Compliance Officer. The 
chief risk and compliance officers of the Group’s major businesses 
also attend Group Risk Committee meetings on a rotational 
participating basis.

Risk culture is a strategic priority of the Board, which recognises its 
importance in the way that the Group conducts business. A Group-
wide culture framework is in place, unifying the Group towards its 
overarching purpose of helping our customers get the most out of life. 
The RSWG supports its responsibilities in relation to implementation 
of the culture framework, as well as embedding the culture aspects 
of the Group’s ESG strategic framework and overseeing progress 
on diversity and inclusion initiatives. The culture framework provides 
principles and values that are embedded in the ways of working 
across the Group’s functions and locations and defines how 
Prudential expects business to be conducted to achieve its strategic 
objectives, informs expectations of leadership and supports the 
resilience and sustainability of the Group. The components of the 
culture framework support sound risk management practices by 
requiring a focus on customers, longer-term goals and sustainability, 
the avoidance of excessive risk-taking, and highlighting acceptable 
and unacceptable behaviours. This is supported through the inclusion 
of risk and sustainability considerations in performance management 
for key executives; the building of appropriate skills and capabilities 
in risk management; and by ensuring that employees understand 
and care about their role in managing risk through open discussions, 
collaboration and engagement. The Group Risk Committee has a 
key role in providing advice to the Remuneration Committee on 
risk management considerations to be applied in respect of 
executive remuneration. 

Prudential’s Group Code of Business Conduct and Group Governance 
Manual, supported by the Group’s risk-related policies, include 
guiding principles on the day-to-day conduct of all its people and any 
organisations acting on its behalf. Supporting policies include those 
related to financial crime, covering anti-money laundering, sanctions, 
anti-bribery and corruption and conduct. The Group’s third-party and 
outsourcing policy requires that human rights and modern slavery 
considerations are embedded across all of its supplier and supply 
chain arrangements. Procedures to allow individuals to speak out 
safely and anonymously against unethical behaviour and conduct 
are also in place.
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Further details on the Group’s ESG governance arrangements 
and strategic framework are included in the Group’s ESG Report.

ii. The risk management cycle
Risk identification
In accordance with provision 28 of the UK Corporate Governance 
Code and the GWS guidelines issued by the Hong Kong IA, a 
top-down and bottom-up process is in place to support Group-wide 
identification of principal risks. An emerging risk identification 
framework exists to support the Group’s preparations in managing 
financial and non-financial risks expected to crystallise beyond the 
short-term horizon. The Board performs a robust assessment and 
analysis of these principal and emerging risk themes through the risk 
identification process, the Group Own Risk and Solvency Assessment 
(ORSA) report and the risk assessments undertaken as part of the 
business planning review, including how they are managed and 
mitigated, which supports decision-making.

The Group’s emerging risk identification process recognises the 
dynamic materiality of emerging risk themes. This has been shown by 
recent events such as the Covid-19 pandemic and the Russia-Ukraine 
conflict, and this concept is also considered relevant in the context 
of the Group’s monitoring of emerging themes relevant to ESG and 
climate-related risks, including reputation risk.

The ORSA is the ongoing process of identifying, measuring and 
assessing, managing and controlling, monitoring and reporting the 
risks to which the business is exposed. It includes an assessment of 
capital adequacy to ensure that the Group’s solvency needs are met 
at all times, as well as stress and scenario testing, which includes 
climate scenarios and reverse stress testing. The latter requires the 
Group to ascertain the point of business model failure and is another 
tool that helps to identify the key risks and scenarios that may have 
a material impact on the Group. The risk profile assessment is a key 
output from the risk identification and risk measurement processes 
and is used as a basis for setting Group-wide limits, management 
information, assessment of solvency needs, and determining 
appropriate stress and scenario testing. The Group’s principal risks, 
which are reported and managed by the Group with enhanced focus, 
are reviewed and updated on a regular basis.

Risk measurement and assessment
All identified risks are assessed based on an appropriate 
methodology for that risk. Quantifiable risks, which are material and 
mitigated by holding capital, are modelled in the Group’s internal 
model, which is used to determine the Group Internal Economic 
Capital Assessment (GIECA) and is subject to independent validation 
and processes and controls around model changes and limitations.

Risk management and control
The Group’s control procedures and systems focus on aligning 
the levels of risk-taking with the Group’s strategy and can only 
provide reasonable, and not absolute, assurance against material 
misstatement or loss. The Group’s risk policies define the Group’s 
appetite to material risks and set out the risk management and 
control requirements to limit exposure to these risks. These policies 
also set out the processes to enable the measurement and 
management of these risks in a consistent and coherent way, 
including the flows of management information required. The 
methods and risk management tools employed to mitigate each 
of the Group’s principal risks are detailed in section 3 below.

Risk monitoring and reporting
The Group’s principal risks are highlighted in the management 
information received by the Group Risk Committee and the 
Board, which also includes key exposures against appetite 
and developments in the Group’s principal and emerging risks.

iii. Risk appetite, limits and triggers
The Group is cognisant of the interests of the broad spectrum 
of its stakeholders (including customers, investors, employees, 
communities and key business partners) and that a managed 
acceptance of risk lies at the heart of its business. The Group seeks 
to generate stakeholder value by selectively taking exposure to risks, 
mitigated to the extent it is cost-effective to do so, and where these 
are an outcome of its chosen business activities and strategy. Those 
risks for which the Group has no tolerance are actively avoided. The 
Group’s systems, procedures and controls are designed to manage 
risk appropriately, and its approach to resilience and recovery aims 
to maintain the Group’s ability and flexibility to respond in times 
of stress.

Qualitative and quantitative expressions of risk appetite are defined 
and operationalised through risk limits, triggers and indicators. The 
RCS function reviews the appropriateness of these measures at least 
annually. The Board approves changes to the Group’s aggregate risk 
appetite and the Group Risk Committee has delegated authority to 
approve changes to the system of limits, triggers and indicators.

Group risk appetite is defined and monitored in aggregate by the 
setting of objectives for its capital requirements, liquidity, and 
non-financial risk exposure, covering risks to stakeholders, including 
those from participating and third-party businesses. Group limits 
operate within these expressions of risk appetite to constrain material 
risks, while triggers and indicators provide additional defined points 
for escalation. The Group Risk Committee, supported by the RCS 
function, is responsible for reviewing the risks inherent in the Group’s 
business plan and for providing the Board with a view on the risk/
reward trade-offs and the resulting impact to the Group’s aggregated 
position relative to Group risk appetite and limits, including non-
financial risk considerations.

a.   Capital requirements. Limits on capital requirements aim 
to ensure that in both business as usual and stressed conditions, 
the Group maintains adequate capital in excess of internal 
economic capital requirements, achieves its desired target 
credit rating to meet its business objectives, and supervisory 
intervention is avoided. The two measures in use at the Group 
level are the GWS group capital requirements and internal 
economic capital requirements, determined by the Group 
Internal Economic Capital Assessment (GIECA).

b.   Liquidity. The objective of the Group’s liquidity risk appetite is 
to ensure that appropriate cash resources are available to meet 
financial obligations as they fall due in both business as usual 
and stressed scenarios. This is measured using a liquidity 
coverage ratio which considers the sources of liquidity against 
liquidity requirements under stress scenarios.

Non-financial risks. In 2022, the Group implemented the revised 
Non-Financial Risk Appetite Framework, aiming to adopt an 
approach framed around the perspectives of its varied stakeholders 
and taking into account current and expected changes in the external 
environment, and rolled out a simplification of the limit and trigger 
appetite thresholds for non-financial risk categories across the 
Group’s locations. The Group accepts a degree of non-financial risk 
exposure as an outcome of its chosen business activities and strategy. 
It aims to manage these risks effectively to maintain its operational 
resilience and its commitments to customers and all stakeholders 
and avoid material adverse financial loss or impact to its reputation.
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Risk identification
Risk identification covers Group-wide:

1  Top-down risk identification 
2  Bottom-up risk identification 
3  Emerging risk identification

Monitor and report
Escalation requirements in the event of a breach are 
clearly defined. Risk reporting provides regular updates 
to the Group’s Board and Risk committees on exposures 
against Board-approved appetite statements and limits. 
Reporting also covers the Group’s principal risks.

Manage and control
Risk appetite and limits allow for the controlled growth 
of the Group’s business, in line with business strategy 
and plan. Processes that support the oversight and 
control of risks include:

1  The Risk and Control Self-Assessment process
2  The Own Risk and Solvency Assessment (ORSA)
3  Group-approved limits and early warning triggers
4  Large risk approval process
5  Global counterparty limit framework
6  Critical incidents procedures
7    Stress and scenario testing, including  

reverse stress testing

Risk measurement and assessment
Risks are assessed in terms of materiality.  
Material risks which are modelled are included  
in appropriately validated capital models.

Risk management

Risk governance  
and culture

Risk governance comprises the Board, 
organisational structures, reporting 

relationships, delegation of authority, 
roles and responsibilities, and risk 
policies. The Group-wide culture 

framework includes principles and values 
that define how business is to achieve its 
strategic objectives, inform expectations 

of leadership and guide ESG activities.

Business  
strategy

Business strategy and the business plan 
provide direction on future growth and 
inform the level of limits on solvency, 
liquidity and for our key risks. The RCS 
function provides input and opinion 
on key aspects of business strategy.

Capital  
management

Capital adequacy is monitored to 
ensure that internal and regulatory 

capital requirements are met, 
and that solvency buffers are 
appropriate, over the business 

planning horizon and under stress.

Stress and  
scenario testing

Stress and scenario testing is 
performed to assess the robustness 
of capital adequacy and liquidity, 

and the appropriateness of 
risk limits. Recovery planning 
assesses the effectiveness of  

the Group’s recovery measures  
and the appropriateness  

of activation points.
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3 The Group’s principal risks
The delivery of the Group’s strategy in building long-term value for 
its shareholders and other stakeholders, focusing on high-growth 
business in Asia and Africa, exposes Prudential to risks. The 
materialisation of these risks within the Group or in its joint ventures, 
associates or key third-party partners may have a financial impact and 
may affect the performance of products or services or the fulfilment 
of commitments to customers and other stakeholders, with an 
adverse impact on Prudential’s brand and reputation. This report is 
focused mainly on risks to the shareholder but includes those which 
arise indirectly through policyholder exposures and third-party 

business. The Group’s principal risks, which are not exhaustive, 
are detailed below. The Group’s risk management cycle (detailed 
above) includes within its scope the processes for prioritising and 
determining the relative significance of ESG and climate-related risks, 
as well as those associated with implementing the Group’s externally 
communicated commitments. The Group’s 2022 ESG Report includes 
further detail on the ESG and climate-related risks which contribute to 
the materiality of the Group’s principal risks detailed below, including 
those related to the Group’s operational and financial resilience, data 
privacy requirements and expectations, the regulatory landscape 
and the implementation of the Group’s strategy. The Group’s Risk 
Factor disclosures can be found at the end of this document.

Risk review / continued

Risks to the Group’s financial situation 
(including those from the external macroeconomic and geopolitical environment)

The global economic and geopolitical environment may impact on the Group directly by affecting trends in financial markets and asset 
values, as well as driving short-term volatility.

Risks in this category include the market risks to our investments and the credit quality of our investment portfolio as well as liquidity risk.

Global economic and geopolitical conditions
With geopolitical tensions high as national alliances and blocs 
evolve, the jostling of the current world order and the increasing 
prioritisation of national security widely defined has become 
a key determinant of macroeconomic policy, with geopolitical 
and macroeconomic uncertainties being intertwined. Geopolitical 
developments and tensions, macroeconomic conditions, and 
broad policy-driven regulatory developments (see below), at times 
interconnected in the speed and manner in which they evolve, 

drive the operating environment and risk landscape for the Group 
and the level of its exposure to the principal risks outlined below.

Macroeconomic and geopolitical developments are considered 
material to the Group and can potentially increase operational and 
business disruption, regulatory and financial market risks, and have 
the potential to directly impact Prudential’s sales and distribution 
networks, as well as its reputation. The potential impacts to the 
Group are included in the disclosures on Risk Factors.

Market risks to our investments
(Audited)
The value of Prudential’s investments is impacted by fluctuations 
in equity prices, interest rates, credit spreads, foreign exchange 
rates and property prices. Although inflation remains at decades-
level highs, the Group’s direct exposure to inflation remains modest. 
Exposure mainly arises through an increase in medical claims 
obligations, driven by rising medical import prices. This exposure 
can be effectively managed by the business’ well-established 
practice and ability to reprice products. Challenges for insurers 
linked to affordability and existing challenges in persistency are 
detailed in the Insurance Risks section below.

The Group has appetite for market risk where it arises from 
profit-generating insurance activities to the extent that it remains 
part of a balanced portfolio of sources of income for shareholders 
and is compatible with a robust solvency position. The Group’s 
market risks are managed and mitigated by the following:

> The Group market risk policy;
> Risk appetite statements, limits and triggers;
> The Group’s capital and asset liability management committees;
> Asset and liability management activities, which include 

management actions such as changes in asset allocation, bonus 
revisions, repricing and the use of reinsurance where appropriate;

> The Group Investment Committee and Group Investment Policy; 
> Hedging using derivatives, including currency forwards, interest 

rate futures and swaps, and equity futures;

> The monitoring and oversight of market risks through 
the regular reporting of management information;

> Regular deep dive assessments; and
> The Group Critical Incident Procedure (GCIP), which defines 

specific governance to be invoked in the event of a critical 
incident, such as a significant market, liquidity or credit-related 
event. This includes, where necessary, the convening of a 
Critical Incident Group (CIG) to oversee, coordinate, and 
where appropriate, direct activities during a critical incident.

Interest rate risk, including asset liability management (ALM). 
Interest rate risk is driven by the impact of the valuation of 
Prudential’s assets (particularly government and corporate bonds) 
and liabilities, which are dependent on market interest rates. 
Prudential’s appetite for interest rate risk requires that assets and 
liabilities should be tightly matched for exposures where assets or 
derivatives exist that can cover these exposures. Interest rate risk 
is accepted where this cannot be hedged, provided that this arises 
from profitable products and to the extent that such interest rate 
risk exposure remains part of a balanced exposure to risks and is 
compatible with a robust solvency position.

Sustained inflationary pressures have driven interest rates higher, 
these have the potential to increase further in the near-to-medium 
term, and may impact the valuation of fixed income investments 
and reduce fee income.
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Risks to the Group’s financial situation (including those from the external macroeconomic and geopolitical environment) 
continued

Market risks to our investments
(continued)
The Group’s risk exposure to rising interest rates also arises from the 
potential impact to the present value of future fees for unit-linked 
based businesses, such as in Indonesia and Malaysia, as well as the 
impact to the present value of the future profits for accident and 
health products, such as in Hong Kong. Exposure to higher interest 
rates also arises from the potential impact to the value of fixed 
income assets in the shareholder funds. 

The Group’s risk exposure to lower/decreased interest rates arises 
from the guarantees of some non-unit-linked products with a 
savings component, including the Hong Kong and Singapore 
with-profits and non-profit businesses. This exposure results from 
the potential for an asset and liability mismatch, where long-dated 
liabilities and guarantees are backed by short-dated assets. 
When this duration mismatch is not eliminated, it is monitored 
and managed through local risk and asset liability management 
committees and Group risk limits consistent with the Group’s 
appetite for interest rate risk. 

The Group-level Capital and ALM Committee is a management 
committee supporting the identification, assessment and 
management of key financial risks to the achievement of the 
Group’s business objectives. The Committee also oversees ALM, 
solvency and liquidity risks of the local businesses as well as the 
declaration and management of non-guaranteed benefits for 
participating and universal life lines of business. Local business 
units are responsible for the management of their own asset 
and liability positions, with appropriate governance in place.

The objective of the local business unit ALM process is to meet 
policyholder liabilities with the returns generated from the 
investment assets held, while maintaining the financial strength 
of capital and solvency positions. The ALM strategy adopted 
by the local business units considers the liability profile and 
related assumptions of in-force business and new products to 
appropriately manage investment risk within ALM risk appetite, 
under different scenarios in accordance with policyholders’ 
reasonable expectations, and economic and local regulatory 
requirements. Factors such as the availability of matching 
assets, diversification, currency and duration are considered as 
appropriate. The assumptions and methodology used in the 
measurement of assets and liabilities for ALM purposes conform 
with local solvency regulations. Assessments are carried out on an 
economic basis which conforms to the Group’s internal economic 
capital methodology.

Equity and property investment risk. The shareholder exposure 
to equity price movements arises from various sources, including 
from unit-linked products where fee income is linked to the market 
value of funds under management. Exposure also arises from 
with-profits businesses through potential fluctuations in the value 
of future shareholders’ profits and where bonuses declared are 
based broadly on historical and current rates of return from the 
business’s investment portfolios, which include equities. The Group 
has limited acceptance for exposures to equity risk, but accepts the 
equity exposure that arises on future fees (including shareholder 
transfers from the with-profits business). 

The material exposures to equity risk in the Group’s businesses 
include CPL’s exposure to equity risk through investments in equity 
assets for most of its products, including participating and non-
participating savings products and protection and investment-linked 
products. The Hong Kong business and, to a lesser extent, the 
Singapore business contribute to the Group’s equity risk exposure due 
to the equity assets backing participating products. The Indonesia 
and Malaysia businesses are exposed to equity risk through their 
unit-linked products, and in the case of Malaysia exposure also 
arises from participating and investment-linked business.

Foreign exchange risk. The geographical diversity of Prudential’s 
businesses means that it has some exposure to the risk of foreign 
exchange rate fluctuations. Some entities within the Group write 
policies, invest in assets or enter into other transactions in local 
currencies or currencies not linked to the Group’s reporting/
functional currency, the US dollar. Although this limits the effect of 
exchange rate movements on local operating results, it can lead to 
fluctuations in the Group’s US dollar-reported financial statements. 
This risk is accepted within the Group’s appetite for foreign 
exchange risk. In cases where a non-US dollar denominated surplus 
arises in an operation which is to be used to support Group capital 
or shareholders’ interest (i.e. remittances), this currency exposure 
may be hedged where considered economically favourable. 
Further, the Group generally does not have appetite for significant 
direct shareholder exposure to foreign exchange risks in currencies 
outside the markets in which it operates, but it does have some 
appetite for this on fee income  and on equity investments within 
the with-profits funds. Where foreign exchange risk arises outside 
appetite, currency swaps and other derivatives are used to manage 
the exposure.

Liquidity risk 
(Audited)
Prudential’s liquidity risk arises from the need to have sufficient 
liquid assets to meet policyholder and third-party payments as 
they fall due, considered under both business-as-usual and stressed 
conditions. It includes the risk arising from funds composed of 
illiquid assets and results from a mismatch between the liquidity 
profile of assets and liabilities. Liquidity risk may impact on market 
conditions and valuation of assets in a more uncertain way than for 
other risks like interest rate or credit risk. It may arise, for example, 
where external capital is unavailable at sustainable cost, where 

derivatives transactions require a sudden significant need of liquid 
assets or cash to post as collateral to meet derivatives margin 
requirements, or where redemption requests are made against 
funds managed for external clients (both retail and institutional). 
Liquidity risk is considered material at the level of the Group. 
Prudential has no appetite for any business to have insufficient 
resources to cover its outgoing cash flows, or for the Group as a 
whole to not meet cash flow requirements from its debt obligations 
under any plausible scenario.
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Risks to the Group’s financial situation (including those from the external macroeconomic and geopolitical environment) 
continued

Liquidity risk 
(continued)
The Group has significant internal sources of liquidity sufficient to 
meet its expected cash requirements for at least 12 months from 
the date the financial statements are approved, without having 
to resort to external sources of funding. The Group has a total of 
$2.6 billion of undrawn committed facilities that can be made use 
of, expiring in 2026. Access to further liquidity is available through 
the debt capital markets and the Group’s extensive commercial 
paper programme. Prudential has maintained a consistent 
presence as an issuer in the market for the past decade.

A number of risk management tools are used to manage 
and mitigate liquidity risk, including the following:

> The Group’s liquidity risk policy;
> Risk appetite statements, limits and triggers;

> Regular assessment and reporting by the Group and business 
units of Liquidity Coverage Ratios which are calculated under 
both base case and stressed scenarios;

> The Group’s Liquidity Risk Management Plan, which includes 
details of the Group Liquidity Risk Framework as well as analysis 
of Group and business units liquidity risks and the adequacy 
of available liquidity resources under business-as-usual and 
stressed conditions;

> The Group’s Collateral Management Framework, which sets out 
the approach to ensuring business units using derivatives have 
sufficient liquid assets or ability to raise liquidity to meet 
derivatives margins;

> The Group’s contingency plans and identified sources of liquidity;
> The Group’s ability to access the money and debt capital 

markets; and
> The Group’s access to external committed credit facilities.

Credit risk 
(Audited)
Credit risk is the potential for loss resulting from a borrower’s 
failure to meet its contractual debt obligation(s). Counterparty risk, 
a type of credit risk, is the probability that a counterparty to a 
transaction defaults on its contractual obligation(s) causing the 
other counterparty to suffer a loss. These risks arise from the 
Group’s investments in bonds, reinsurance arrangements, 
derivative contracts with third parties, and its cash deposits with 
banks. Credit spread risk, another type of credit risk, arises when 
the interest rate/return on a loan or bond is disproportionately low 
compared with another investment with a lower risk of default. 
Invested credit and counterparty risks are considered a material 
risk for the Group’s business units.

The Group’s holdings across its life portfolios are mostly in local 
currency and with a largely domestic investor base, which provides 
support to these positions. These portfolios are generally 
positioned towards high-quality names, including those with either 
government or considerable parent company balance sheet 
support. Areas which the Group is actively monitoring include the 
developments in the Chinese Mainland property development 
sector and the impacts of rising inflation and the tightening of 
monetary policy in the Group’s key markets, as well as high 
indebtedness in sub-Saharan African countries. The impacts of 
these trends, which are being closely monitored, include potential 
for deterioration in the credit quality of the Group’s invested credit 
exposures, particularly due to rising funding costs and overall credit 
risks, and the extent of downward pressure on the fair value of the 
Group’s portfolios. The Group’s portfolio is generally well diversified 
in relation to individual counterparties, although counterparty 
concentration is monitored in particular in local markets where 
depth (and therefore the liquidity of such investments) may be low. 
Prudential actively reviews its investment portfolio to improve the 
robustness and resilience of the solvency position. The Group has 
appetite to take credit risk to the extent that it remains part of a 
balanced portfolio of sources of income for shareholders and is 
compatible with a robust solvency position. Further detail on the 
Group’s debt portfolio is provided below.

A number of risk management tools are used to manage and 
mitigate credit and counterparty credit risk, including the following:

> A credit risk policy and dealing and controls policy;
> Risk appetite statements and portfolio-level limits that have 

been defined on issuers, and counterparties;
> Collateral arrangements for derivative, secured lending reverse 

repurchase and reinsurance transactions which aim to provide 
a high level of credit protection;

> The Group Executive Risk Committee and Group Investment 
Committee’s oversight of credit and counterparty credit risk 
and sector and/or name-specific reviews;

> Regular assessments, including of individual and sector 
exposures subject to elevated credit risks; and

> Close monitoring or restrictions on investments that may 
be of concern.

The total debt securities at 31 December 2022 for the Group’s 
continuing operations were $77.0 billion (31 December 2021: 
$99.1 billion). The majority (70 per cent) of the portfolio is in 
unit-linked and with-profits funds. The remaining 30 per cent 
of the debt portfolio is held to back the shareholder business. 

Group sovereign debt. Prudential invests in bonds issued by 
national governments. This sovereign debt holding of the Group’s 
operations represented 46 per cent or $10.5 billion1 of the 
shareholder debt portfolio of the Group’s operations as at 
31 December 2022 (31 December 2021: 47 per cent or $14.2 billion 
of the shareholder debt portfolio for the Group’s continuing 
operations). The particular risks associated with holding sovereign 
debt are detailed further in the disclosures on Risk Factors.

The exposures held by the shareholder-backed business and 
with-profits funds in sovereign debt securities at 31 December 2022 
are given in note C1 of the Group’s IFRS financial statements.

Corporate debt portfolio. In the shareholder-backed business, 
corporate debt exposures totalled $11.5 billion of which 
$10.2 billion or 89 per cent were investment grade rated.

Risk review / continued
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The Group’s sustainability and ESG-related risks 

These include sustainability risks associated with environmental considerations such as climate change (including physical and transition risks), 
social risks arising from diverse stakeholder commitments and expectations and governance-related risks.

Material risks associated with key ESG themes may undermine the 
sustainability of a business by adversely impacting its reputation 
and brand, ability to attract and retain customers, employees and 
distribution and other business partners, and increasing litigation 
risks, and therefore the results of its operations and delivery of its 
strategy and long-term financial success. Prudential seeks to 
manage sustainability risks and their potential impact on its 
business and stakeholders through a focus on the Group’s purpose 
to ‘help people get the most out of life’, and transparent and 
consistent implementation of its strategy in its markets and across 
operational, underwriting and investment activities. The Group’s 
strategy includes a focus on supporting a just and inclusive 
transition to a lower-carbon global economy that places the 
societies of developing markets at the forefront of considerations, 
as well as providing greater and more inclusive access to good 
health and financial security that meets the changing needs of 
societies, promotes responsible stewardship in managing the 
human impact of climate change and building human and social 
capital with its broad range of stakeholders. It is enabled by strong 
internal governance, sound business practices and a responsible 
investment approach, with ESG considerations integrated into 
investment processes and decisions and the performance of 
fiduciary and stewardship duties, including voting and active 
engagement decisions with respect to investee companies, as both 
an asset owner and an asset manager. With the update to the 
Board committee oversight responsibilities noted in section 1 
above, climate risk, the Group’s reporting against the 
recommendations of the TCFD and progress on the Group’s 
external climate-related commitments will be a priority focus for 
the Group Risk Committee for 2023.

Regulatory interest and developments continue to increase 
globally and in Asia, and ESG and sustainability-related risks are 
high on the agenda of both local regulators and international 
supervisory bodies such as the International Association of 
Insurance Supervisors (IAIS) and the International Sustainability 
Standards Board (ISSB), which is progressing on ESG and 
sustainability-related disclosure requirements. The Group continues 
to actively engage with, and respond to, discussions, consultations 
and supervisory information-gathering exercises. Details of the 
Group’s sustainability and ESG-related risks are included in the 
disclosure on Risk Factors.

As local regulatory requirements on climate risk management 
and disclosures develop, the Group continues to leverage and share 
its Group-wide experience and knowledge with its local businesses 
on their ESG policies and approaches, both to provide support and 
to help drive consistency in their continuing embedment across 
Prudential’s businesses. The Group Risk Framework continues to be 
critically evaluated and updated where required to ensure both ESG 
and sustainability-related considerations and risks to the Group, 
and the external impact from the Group’s activities, are 
appropriately captured.

Risk management and mitigation of ESG sustainability risks 
at Prudential include the following:

> A focus on enhancing access to good health and financial 
security, and in connection with our stakeholders, ensuring 
responsible stewardship of climate and ESG related issues; 
clear governance arrangements, both in the definition of 
the roles and responsibilities of the Board and management 
committees for aspects of ESG and sustainability risks and 
through the Group Governance Manual, which include ESG 
and responsible business practice-linked policies, and the 
Group Code of Business Conduct; 

Risks to the Group’s financial situation (including those from the external macroeconomic and geopolitical environment) 
continued

Credit risk 
(continued)
Bank debt exposure and counterparty credit risk. The banking 
sector represents a material concentration in the Group’s corporate 
debt portfolio which largely reflects the composition of the fixed 
income markets across the regions in which Prudential is invested. 
As such, exposure to banks is a key part of its core investments, 
as well as being important for the hedging and other activities 
undertaken to manage its various financial risks. Exposure to the 
sector is considered a material risk for the Group. Derivative and 
reinsurance counterparty credit risk exposure is managed using an 
array of risk management tools, including a comprehensive system 
of limits. Prudential manages the level of its counterparty credit 
risk by reducing its exposure, buying credit protection or using 
additional collateral arrangements where appropriate.

At 31 December 2022:

> 89 per cent of the Group’s shareholder portfolio (excluding all 
government and government-related debt) is investment grade 
rated2. In particular, 55 per cent of the portfolio is rated2 A- and 
above (or equivalent); and

> The Group’s shareholder portfolio is well diversified: no individual 
sector3 makes up more than 13 per cent of the total portfolio 
(excluding the financial and sovereign sectors). 
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Risk review / continued

The Group’s sustainability and ESG-related risks  
continued

> The continued embedding of ESG and sustainability risk 
within the Group Risk Framework and risk processes, including: 

 – Consideration of the potential for dynamically-changing 
materiality in emerging environmental, social and governance 
themes and risks through emerging risk identification and 
evaluation processes; 

 – Definition of appropriate (and longer) time horizons with respect 
to climate risk management and the requirement to consider 
time horizons where required in risk-based decision-making;

 – Reflection in the risk taxonomy that the Group can be both 
impacted by ESG/sustainability issues as well as having an 
impact on these in the external world (‘double materiality’); 

 – The applicability of the Group’s Model Risk and UDA Risk Policy 
to the tools used for the aggregation of the Group’s carbon 
intensity metrics across its investment portfolios; and

 – Deep dives into ESG themes, including climate-related risks, 
and Board-level training sessions. 

> Integrating ESG considerations into investment processes 
and responsible supply chain management; and

> Participation in networks and industry forums and working 
groups such as the Net Zero Asset Owner Alliance (NZAOA), 
Principles for Responsible Investment (PRI) and CRO Forum to 
further develop understanding and support collaborative action 
in relation to ESG sustainability risks such as climate change 
and promoting a just and inclusive transition.

Further information on the Group’s ESG governance and ESG 
strategic framework, as well as the management of material 
ESG themes, are included in the Group’s ESG Report.

Risks from the nature of our business and our industry
 

These include the Group’s non-financial risks (including operational and transformation risks from significant change activity), the customer 
conduct risks and insurance risks assumed by the Group in providing its products, and risks related to regulatory compliance.

Non-financial risks
The complexity of Prudential, its activities and the extent of 
transformation in progress creates a challenging operating 
environment and exposure to a variety of non-financial risks. 
These risks are considered to be material at a Group level. 

Operational risk. This is the risk of loss (or unintended gain or 
profit) arising from inadequate or failed internal processes, 
personnel or systems and external events, and may arise from 
employee error, model error, system failures, fraud or other events 
which disrupt business processes or which have a detrimental 
impact to customers. Prudential accepts a degree of non-financial 
risk exposure as an outcome of its chosen business activities and 
strategy. It aims to manage these risks effectively to maintain its 
operational resilience and its commitments to customers and all 
stakeholders and avoid material adverse financial loss or impact 
on its reputation. 

Transformation risk. Transformation risk remains a material risk 
for Prudential, with a number of significant change programmes 
under way which, if not delivered and executed effectively to 
defined timelines, scope and cost, may negatively impact its 
operational capability, control environment, reputation, and ability 
to deliver its strategy and maintain market competitiveness. 
Prudential’s current portfolio of transformation and significant 
change programmes include (i) the implementation of large scale 
regulatory changes; (ii) the expansion of the Group’s digital 
capabilities and use of technology, platforms and analytics; and 
(iii) improvement of business efficiencies through operating model 
changes, including those relating to the Group’s central, asset 
management and investment oversight functions. Programmes 
related to regulatory/industry change, such as those required to 
effect the discontinuation of inter-bank offered rates (IBORs) in 
their current form and the implementation of IFRS 17, are also 

ongoing. Further detail on the risks to the Group associated with 
large-scale transformation and complex strategic initiatives is 
included in the disclosures on Risk Factors.

The Group therefore aims to ensure that, for both transformation 
and strategic initiatives, strong programme governance is in place 
with embedded risk expertise to achieve ongoing and nimble risk 
oversight, with regular risk monitoring and reporting to risk 
committees. Transformation risk oversight operates alongside the 
Group’s existing risk policies and frameworks to ensure appropriate 
governance and controls are in place to mitigate these risks.

Outsourcing and third-party risks. The Group’s outsourcing 
and third-party relationships require distinct oversight and risk 
management processes. The Group has a number of important 
third-party relationships, both with market counterparties and 
outsourcing partners, including distribution, technology and 
ecosystem providers. In Asia, the Group maintains material 
strategic partnerships and bancassurance arrangements. These 
arrangements support the delivery of high level and cost-effective 
services to customers, but also create a reliance on the operational 
resilience and performance of outsourcing and business partners. 
The Group’s requirements for the management of material 
outsourcing arrangements have been incorporated in its Group 
third-party supply and outsourcing policy, aligned to the 
requirements of the Hong Kong IA’s GWS Framework, and which 
outlines the governance in place in respect of material outsourcing 
and third-party arrangements and the Group’s monitoring and risk 
assessment framework. This ensures that appropriate contract 
performance and risk mitigation measures are in place over these 
arrangements. Third-party management is also included and 
embedded in the Group-wide operational risk framework 
(see below). 
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Risks from the nature of our business and our industry  
continued

Non-financial risks 
(continued)
Information security and data privacy risk. Risks related 
to malicious attacks on Prudential systems, service disruption, 
exfiltration of data, loss of data integrity and the impact on the 
privacy of our customer data continue to be prevalent, particularly 
as the accessibility of attacking tools available to potential 
adversaries increases. The frequency and sophistication of attacks, 
particularly in relation to ransomware, continues to grow globally. 
With a rapidly transforming technological landscape, continued 
expansion of Cloud services, including the adoption of a hybrid 
multi-cloud strategy partnering with third-party service providers, 
and the increased scrutiny from regulators against a backdrop 
of tightening data privacy regulations across Asia, security and 
privacy risks are material at the Group level. To mitigate the risk, the 
Group has adopted a holistic risk management approach, not only 
to prevent and disrupt potential attacks against Prudential systems 
but to also manage the recovery process should an attack take 
place successfully. It is also well understood that some attacks 
will still be successful despite the layered security control defence-
in-depth methodology that Prudential and other mature 
organisations assume, and so it is essential that the Group’s security 
strategy encompasses a cyber resilience theme focusing on its 
ability to respond and recover from an attack in order to maintain 
its reputation and customer trust. 

Globally, ransomware and distributed denial of services (DDoS) 
attacks have increased markedly in 2022, in part driven by the 
Russia-Ukraine conflict. The Group has responded swiftly by 
leveraging threat intelligence information to configure security 
systems to mitigate any potential attacks, whether targeted or 
collateral, from these events. Prudential also has a number of 
defences in place to protect its systems from these types of 
attacks, including but not limited to: (i) DDoS protection for the 
Group’s websites via web application firewall services; (ii) AI-based 
endpoint security software; (iii) continuous security monitoring; 
(iv) network-based intrusion detection; and (v) employee training 
and awareness campaigns to raise understanding of attacks 
utilising email phishing techniques. Cyber insurance coverage is 
in place to provide some protection against potential financial 
losses and the Group conducts simulation exercises for ransomware 
attacks to assess and develop the effectiveness of incident 
responses across its businesses. Cyber-attack simulation exercises 
have been carried out during the year to enhance preparedness. 

The Group has not, to date, experienced or been affected by any 
cyber or data breaches which have had a material impact on 
its operations. However, as the Group continues to develop and 
expand digital services and emerging products, its reliance on 
third-party service providers and business partners who specialise 
in niche capabilities is also increasing. A number of supply chain 
attacks took place in 2022 with notable breaches of service 
disruption and infringements to data security, integrity or privacy 
on Prudential’s service providers, which as a result directly impacted 
the Group’s ability to service customers, maintain its reputation 
and comply with regulation and privacy requirements. As part 
of the remedial actions, the Group has continued to enhance 
its third-party management process including the enhanced 
security due diligence process when onboarding new business 
partners and the ongoing monitoring of key business partners. 

The key material risks can be summarised into three threat areas: 
(i) ransomware attacks, (ii) supply chain compromise and 
(iii) service disruption caused by cyber threats. In order for the 
Group to manage these risks effectively, the security strategy 
encompasses the ongoing maturity and development of protective 
and detective controls, while further expanding and uplifting its 
ability to react to and recover from successful attacks on both the 
Group’s system as well as third-party partner systems.

The Group’s Information Security and Privacy strategy is structured 
with three key pillars:

> Defending the nation – To expand coverage and maturity of 
protective and detective security controls in response to both 
the changing technology landscape, such as the adoption of 
new Cloud services, as well as the heightened threat actor risks. 
Within this pillar, continued focus on Africa business units 
remains in order to ensure the same maturity level as Asia-based 
business units is achieved.

> Cyber resilience – To build on a number of existing security 
processes and formalise the development of an integrated 
cross-functional incident management framework that is 
regularly tried and tested. This includes further aligning Group 
incident management plans, business unit incident 
management plans and cyber security incident management 
plans along with executing a number of drills and tabletop 
exercises. The drills and exercises will be conducted at all levels 
including executive committee members and within the business 
units while bringing in critical key business partners such as cyber 
insurance providers and forensic investigation partners. 

> Enabling the digital journey – To focus on introducing and 
building out key security controls within the digital ecosystem 
to ensure continued enablement of the organisation’s digital 
strategy while improving customer experience and data security 
within the digital ecosystem.

The centralised Technology Risk Management team leverages skills, 
tools and resources across different technology domains to provide 
advisory, assurance and operations support for holistic technology 
risk management including information security and privacy. The 
Group Technology Risk Committee provides Group-wide oversight 
of technology risks, including information security and privacy. 
Technology risk management is also performed locally within 
business units, with inputs from business information security 
officers and with oversight from local risk committees. The Board 
is briefed at least twice annually on cyber security and privacy by 
the Group Chief Information Security Officer (CISO) and is being 
engaged more closely on cyber resilience with executive-level cyber 
tabletop exercises and risk workshops conducted in 2022 and 
continuing in 2023 to ensure that members have the means to 
enable appropriate oversight and understand the latest threats 
and regulatory expectations. The Group Information Security, 
Privacy and Data policies were developed to ensure compliance 
with all applicable laws and regulations, and the ethical use of 
customer data. In addition, these policies consider the 
requirements of a range of supervisory guidelines including the 
international standards on information security (ISO 
27001/27002) and the US National Institute of Standards and 
Technology’s Cyber Security Framework. Localised regulations or 
legal requirements are addressed by local policies or standards.
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Risk review / continued

Risks from the nature of our business and our industry  
continued

Non-financial risks 
(continued)
Model and user developed application (UDA) risk. 
Erroneous or misinterpreted tools used in core business activities, 
decision-making and reporting may have adverse consequences 
for Prudential. The Group utilises various tools to perform a range 
of operational functions including the calculation of regulatory or 
internal capital requirements, the valuation of assets and liabilities, 
determining hedging requirements, and acquiring new business 
via digital platforms. Many of these tools are an integral part of the 
information and decision-making frameworks used at Prudential 
and errors or limitations in these tools, or inappropriate usage, 
may lead to regulatory breaches, inappropriate decision-making, 
financial loss, customer detriment, inaccurate external reporting 
or reputational damage. 

The Group has no appetite for model and UDA risk arising from 
failures to develop, implement and monitor appropriate risk 
mitigation measures. Prudential’s model and UDA risk framework 
and policy applies a risk-based approach from the point of view of 
a broad range of stakeholders, including policyholders, in order to 
ensure appropriate and proportionate risk management is applied 
to all models and UDAs used across the business (including those 
under development).

Prudential’s model and UDA risk is managed and mitigated using 
the following:

> The Group’s Model and UDA Risk Policy and relevant guidelines;
> Annual risk assessment (including model limitations, known 

errors and approximations) of all tools used for core business 
activities, decision-making and reporting;

> Maintenance of appropriate documentation for tools used;
> Implementation of controls to ensure tools are accurate and 

appropriately used;
> Tools are subject to rigorous and independent model validation; 

and
> Regular reporting to the RCS function and relevant risk and Board 

committees to support the measurement and management of 
the risk.

Technological developments, in particular in the field of artificial 
intelligence (AI), pose new questions on risk oversight provided 
under the Group Risk Framework. An oversight forum for the use 
of AI and key ethical principles apply to the use of AI by the Group.

Business disruption and operational resilience risk. 
The Group continually seeks to increase business resilience through 
adaptation, planning, preparation and testing of contingency 
plans and its ability to respond effectively to and operate through 
disruptive incidents. Business resilience is at the core of the Group’s 
embedded Business Continuity Management (BCM) programme 
and framework that help to protect the Group’s systems and its 

key stakeholders. The BCM programme and framework covers 
business impact analyses, risk assessments, and the maintenance 
and exercising of business continuity, incident management and 
disaster recovery plans. Business disruption risks are monitored 
by the Group Security function, with key operational effectiveness 
metrics and updates on specific activities reported to the Group 
Risk Committee.

Financial crime risk. As with all financial services firms, Prudential 
is exposed to risks relating to money laundering (the risk that 
the products or services of the Group are used by customers or 
other third parties to transfer or conceal the proceeds of crime); 
fraud (the risk that fraudulent insurance claims, transactions, 
or procurement of services, are made against or through the 
business); sanctions compliance breaches (the risk that the Group 
undertakes business with individuals and entities on the lists of the 
main sanctions regimes); and bribery and corruption (the risk that 
employees or associated persons seek to influence the behaviour 
of others to obtain an unfair advantage or receive benefits from 
others for the same purpose).

Prudential operates in some high-risk markets where, for example, 
the acceptance of cash premiums from customers may be common 
practice, large-scale agency networks may be in operation where 
sales are incentivised by commission and fees and concentration of 
exposure to politically-exposed persons may give rise to higher 
geopolitical risk exposure.

The Group-wide policies in place on anti-money laundering, fraud, 
sanctions and anti-bribery and corruption risks reflect the values, 
behaviours and standards that are expected across the business. 
Screening and transaction monitoring systems are in place with 
ongoing improvements and upgrades being implemented where 
required, and a programme of compliance control monitoring 
reviews is in place across the Group. The Group has continued 
to strengthen and enhance its financial crime risk management 
capability through investment in advanced analytics and AI tools. 
Proactive detective capabilities are being implemented across the 
Group and delivered through a centralised monitoring hub, to 
further strengthen oversight of financial crime risks in the areas of 
procurement and third-party management. Risk assessments are 
performed annually at higher-risk locations. Due diligence reviews 
and assessments against Prudential’s financial crime policies are 
performed as part of the Group’s business acquisition process. 
The Group continues to undertake strategic activity to monitor 
and evaluate the evolving fraud risk landscape, mitigate the 
likelihood of fraud occurring and increase the rate of detection.

The Group has in place a mature confidential reporting system 
through which employees and other stakeholders can report 
concerns relating to potential misconduct. The process and results 
of this system are overseen by the Group Audit Committee.
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Risks from the nature of our business and our industry  
continued

Group-wide framework and risk management for non-financial risks 
The risks outlined above form key elements of the Group’s 
non-financial risk profile. A Group-wide operational risk framework 
is in place to identify, measure and assess, manage and control, 
monitor and report effectively on all material operational risks 
across the business. Outputs from these processes and activities 
performed by individual business units are monitored by the RCS 
function, which provides an aggregated view of the risk profile 
across the business to the Group Risk Committee and the Board. 
The key components of the framework are listed below:

> Application of a risk and control self-assessment (RCSA) process, 
where risk exposures are identified and assessed as part of a 
periodical cycle;

> An internal incident management process, which identifies, 
quantifies and monitors remediation conducted through root 
cause analysis and application of action plans for risk events;

> An annual scenario analysis process for the quantification of 
extreme, yet plausible manifestations of key operational risks 
across the business on a forward-looking basis; and

> A risk appetite framework for non-financial risks that articulates 
the level of risk exposure the business is willing to tolerate and 
defines escalation processes for breaches of appetite.

These core framework components are embedded across 
Prudential via the Group Operational Risk Policy and accompanying 
standards, which set out the key principles and minimum standards 
for the management of operational risk within the Group’s risk 
appetite. These sit alongside other risk policies and standards that 
individually engage with specific operational risks, including 

outsourcing and third-party supply, business continuity, financial 
crime, technology and data, operations processes and extent 
of transformation. These policies and standards include subject 
matter expert-led processes that are designed to identify, assess, 
manage and control operational risks, detailed below. These 
activities are fundamental in maintaining an effective system 
of internal control, and ensure that operational risk considerations 
are embedded in key business decision-making, including material 
business approvals and in setting and challenging the Group’s 
strategy. These activities include:

> Reviews of key operational risks and challenges within Group 
and business unit business plans during the annual planning 
cycle, to support business decisions; 

> Corporate insurance programmes to limit the financial impact 
of operational risks;

> Oversight of risk management during the transformation life 
cycle, project prioritisation and the risks, interdependencies 
and possible conflicts arising from a large portfolio of 
transformation activities;

> Screening and transaction monitoring systems for financial 
crime and a programme of compliance control monitoring 
reviews and regular risk assessments;

> Internal and external review of cyber security capability and 
defences; and

> Regular updating and risk-based testing of disaster recovery 
plans and the Critical Incident Procedure process.

Risks associated with the Group’s joint ventures and associates
Prudential operates, and in certain markets is required by local 
regulation to operate, through joint ventures and other joint 
ownership or third-party arrangements (including associates). 
A material proportion of the Group’s business comes from its 
joint venture and associate in the Chinese Mainland and India 
respectively. For such operations, the level of control exercisable by 
the Group depends on the terms of the contractual agreements 

between participants. As such, the level of oversight, control and 
access to management information the Group is able to exercise 
over the extent of the exposure to material risks at these operations 
may be lower compared with the Group’s wholly owned businesses. 
Further information on the risks to the Group associated with its 
joint ventures and other shareholders and third parties are included 
in the disclosures on Risk Factors.

Insurance risks
(Audited) 
Insurance risks make up a significant proportion of Prudential’s 
overall risk exposure. The profitability of the Group’s businesses 
depends on a mix of factors, including levels of, and trends in, 
mortality (policyholders dying), morbidity (policyholders becoming 
ill or suffering an accident) and policyholder behaviour (variability 
in how customers interact with their policies, including utilisation 
of withdrawals, take-up of options and guarantees and persistency, 
ie lapsing/surrendering of policies), and increases in the costs of 
claims over time (claim inflation). The risks associated with adverse 
experience relative to assumptions associated with product 
performance and customer behaviour are detailed in the 
disclosures on Risk Factors. The Group has appetite for retaining 
insurance risks in the areas where it believes it has expertise and 
operational controls to manage the risk and where it judges it to 
be more value creating to do so rather than transferring the risk, 
and only to the extent that these risks remain part of a balanced 
portfolio of sources of income for shareholders and are compatible 
with a robust solvency position.

Whilst most markets have moved, at difference paces, to an 
endemic approach in managing Covid-19, the impact of 
policyholders having deferred medical treatment during the 
pandemic (latent morbidity impacts) continues to be experienced 
in a number of markets. The implications from other factors such 
as long-term post-Covid-19 symptoms (although there is currently 
no consensus on the longer-term impact on morbidity) is being 
monitored. Inflationary pressures driving higher interest rates may 
lead to increased lapses for some guaranteed savings products 
where higher levels of guarantees are offered by products of the 
Group’s competitors, reflecting consumer demand for returns at the 
level of, or exceeding, inflation. A high inflation environment, and 
the broader economic effects of recessionary concerns, may also 
increase lapses, surrenders and fraud, as well as heighten premium 
affordability challenges. 
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Risk review / continued

Risks from the nature of our business and our industry  
continued

Insurance risks 
(continued)
The principal drivers of the Group’s insurance risk vary across its 
business units. In Hong Kong, Singapore, Indonesia and Malaysia, 
a significant volume of health and protection business is written 
and the most significant insurance risks are persistency risk, 
morbidity risk, and medical claims inflation risk.

Medical claims inflation risk: A key assumption in these markets 
is the rate of medical claims inflation, which is often in excess of 
general price inflation. Where the cost of medical treatment 
increases more than expected, resulting in higher than anticipated 
medical claims cost passed on to Prudential, is a key risk. This risk 
is best mitigated by retaining the right to reprice products and 
appropriate overall claims limits within policies, either per type of 
medical treatment or in total across a policy, annually and/or over 
the policy lifetime. Medical reimbursement downgrade experience 
(where the policyholder reduces the level of the coverage/
protection in order to reduce premium payments) following any 
repricing is also a factor to be monitored by the Group’s businesses. 
The risks to the Group’s ability to reprice are included in the 
disclosures on Risk Factors.

Morbidity risk: Prudential’s morbidity risk is managed through 
prudent product design, underwriting and claims management, 
and for certain products, the right to reprice where appropriate. 
Prudential’s morbidity assumptions reflect its recent experience 
and expectation of future trends for each relevant line of business.

Persistency risk: The Group’s persistency assumptions reflect 
recent experience and expert judgement, especially where a lack 
of experience data exists, as well as any expected change in future 
persistency. Persistency risk is managed by appropriate controls 
across the product life cycle. This includes review and revisions to 
product design and incentive structures where required, ensuring 
appropriate training and sales processes, including those ensuring 
active customer engagement and high service quality, appropriate 
customer disclosures and product collaterals, use of customer 
retention initiatives and post-sale management through regular 
experience monitoring. Strong risk management and mitigation 
of conduct risk and the identification of common characteristics 
of business with high lapse rates is also crucial. Where appropriate, 
allowance is made for the relationship (either assumed or observed 
historically) between persistency and investment returns. 
Modelling this dynamic policyholder behaviour is particularly 
important when assessing the likely take-up rate of options 
embedded within certain products.

Prudential’s insurance risks are managed and mitigated using 
the following:

> The Group’s insurance policy, which sets out the Group’s 
insurance risk appetite and required standards for effective 
insurance risk management by head office and local businesses, 
including processes to enable the measurement of the Group’s 
insurance risk profile, management information flows and 
escalation mechanisms;

> The Group’s product and underwriting risk policy, which sets out 
the required standards for effective product and underwriting 
risk management and approvals for new, or changes to existing, 
products (including the role of the Group), and the processes 
to enable the measurement of underwriting risk. The policy 
also describes how the Group’s Customer Conduct Risk Policy 
is met in relation to new product approvals and current and 
legacy products; 

> The Group’s counter fraud policy, which sets out the required 
standards to enhance fraud detection, prevention and 
investigation activities. The policy also sets out the framework 
to tackle fraud that safeguards customers, protects local 
businesses and the Group’s reputation and provides assurance 
that fraud risk is managed within appetite, and to protect 
resources to support sustainable business growth;

> In product design and appropriate processes related to the 
management of policyholders’ reasonable expectations;

> The risk appetite statements, limits and triggers;
> Using persistency, morbidity and longevity assumptions that 

reflect recent experience and expectation of future trends, and the 
use of industry data and expert judgement where appropriate;

> Using reinsurance to mitigate mortality and morbidity risks;
> Ensuring appropriate medical underwriting when policies are 

issued and appropriate claims management practices when 
claims are received in order to mitigate morbidity risk;

> Maintaining the quality of sales processes, training and using 
initiatives to increase customer retention in order to mitigate 
persistency risk;

> The use of mystery shopping to identify opportunities 
for improvement in sales processes and training;

> Using product repricing and other claims management 
initiatives in order to mitigate morbidity and medical 
expense inflation risk; and

> Regular deep dive assessments.

Customer conduct risks 
Prudential’s conduct of business, especially in the design and 
distribution of its products and the servicing of customers, is crucial 
in ensuring that the Group’s commitment to meeting its customers’ 
needs and expectations are met. The Group’s customer conduct 
risk framework, owned by the Chief Executive Officer, reflects 
management’s focus on customer outcomes.

Factors that may increase conduct risks can be found throughout 
the product life cycle, from the complexity of the Group’s products 
and services to its diverse distribution channels, which include its 

agency workforce, virtual face-to-face sales and sales via online 
digital platforms. Prudential has developed a Group Customer 
Conduct Risk Policy which sets out five customer conduct standards 
that the business is expected to meet, being:

1  Treat customers fairly, honestly and with integrity; 

2  Provide and promote products and services that meet customer 
needs, are clearly explained and that deliver real value; 
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Risks from the nature of our business and our industry  
continued

Customer conduct risks 
(continued)
3  Manage customer information appropriately, and maintain 

the confidentiality of customer information; 

4  Provide and promote high standards of customer service; and 

5  Act fairly and timely to address customer complaints and any 
errors found.

Prudential manages conduct risk via a range of controls that are 
assessed through the Group’s conduct risk assessment framework, 
reviewed within its monitoring programmes, and overseen within 
reporting to its boards and committees. 

As the pandemic-related initiatives and campaigns rolled out 
across markets to support customers expire (including customer 
cash benefits, goodwill payments, and extended grace periods 
for premium payments), the Group is monitoring the impact to 
customers to ensure they are treated fairly and with due care 
aligned with the Group’s customer conduct risk framework. The 
virtual face-to-face sales processes and digital product offerings, 
rolled out in most markets during the pandemic, continue to be 
monitored for customer conduct, operational, regulatory 
compliance and commercial risks. 

Management of Prudential’s conduct risk is key to the Group’s 
strategy. Prudential’s conduct risks are managed and mitigated 
using the following:

> The Group’s code of business conduct and conduct standards, 
product underwriting and other related risk policies, and 
supporting controls including the Group’s fraud risk control 
programme;

> A culture that supports the fair treatment of the customer, 
incentivises the right behaviour through proper remuneration 
structures, and provides a safe environment to report conduct 
risk-related issues via the Group’s internal processes and the 
Speak Out programme;

> Distribution controls, including monitoring programmes relevant 
to the type of business (insurance or asset management), 
distribution channel (agency, bancassurance, or digital) and 
ecosystem, to ensure sales are conducted in a manner that 
considers the fair treatment of customers within digital 
environments;

> Quality of sales processes and training, and using other 
initiatives such as special requirements for vulnerable customers, 
to improve customer outcomes;

> Appropriate claims management and complaint handling 
practices; and

> Regular deep dive assessments on, and monitoring of, 
conduct risks and periodic conduct risk assessments.

Risks related to regulatory and legal compliance

Prudential operates in highly regulated markets and under the 
ever-evolving requirements and expectations of diverse and 
dynamic regulatory, legal and tax regimes which may impact its 
business or the way it is conducted. The complexity of legal and 
regulatory (including sanctions) compliance continues to evolve 
and increase, representing a challenge for international businesses. 
Compliance with the Group’s legal or regulatory obligations 
(including in respect of international sanctions) in one jurisdiction 
may conflict with the law or policy objectives of another 
jurisdiction, or may be seen as supporting the law or policy 
objectives of one jurisdiction over another, creating additional 
legal, regulatory compliance and reputational risks. These risks 
may be increased where the scope of regulatory requirements 
and obligations are uncertain, and where specific cases applicable 
to the Group are complex. Regulatory risks cover a broad range of 
risks including changes in government policy and legislation, capital 
control measures, and new regulations at either a national or 
international level. The breadth of local and Group-wide regulatory 
arrangements presents the risk that requirements are not fully met, 
resulting in specific regulator interventions or actions including 
retrospective interpretation of standards by regulators. As the 
industry’s use of emerging technological tools and digital services 
increases, this is likely to lead to new and unforeseen regulatory 
issues and the Group is monitoring emerging regulatory 

developments and standards on the governance and ethical use  
of technology and data. In certain jurisdictions in which Prudential 
operates there are a number of ongoing policy initiatives and 
regulatory developments which will impact the way Prudential is 
supervised. These developments continue to be monitored by the 
Group at a national and global level and these considerations form 
part of the Group’s ongoing engagement with government policy 
teams, industry groups and regulators. Further information on 
specific areas of regulatory and supervisory focus and changes are 
included in the disclosures on Risk Factors. 

Risk management and mitigation of regulatory risk at Prudential 
includes:

> Proactively adapting and complying with the latest regulatory 
developments;

> Group and business unit-level compliance oversight and 
risk-based testing in respect of adherence with regulations;

> Close monitoring and assessment of our business and regulatory 
environment and strategic risks;

> The explicit consideration of risk themes in strategic decisions; 
> Ongoing engagement with national regulators, government 

policy teams and international standard setters; and
> Compliance oversight to ensure adherence with in-force 

regulations and management of new regulatory developments.
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The Group’s longer-term prospects
Prudential aims to make healthcare affordable and accessible, 
protect people’s wealth and empower customers to save for their 
goals, which can often be over a time frame of many years. As such, 
Prudential considers that its purpose aligns closely with important 
societal needs, including making health and financial security 
more accessible, improving financial inclusion and education 
and transitioning to a low-carbon economy. Prudential is focused 
on addressing these increasing needs, reflecting population 
demographics in our chosen markets.

The drivers for this structural growth, such as the low penetration 
rates across the Asian region, are discussed on pages 8 to 31, 
alongside the activities we have taken to deliver our objectives and 
enhance our capabilities. In undertaking these activities, we aim both 
to meet the evolving needs of our customers and provide sustainable 
growth for our shareholders, which will support the viability of our 
business over the longer term.

2022 has seen an easing of Covid-19 related restrictions, although 
the timing and extent of easing varied across the markets in which 
Prudential operates. During the year, we have seen a gradual return to 
a more normalised sales environment. We expect this normalisation 
to continue, albeit with some uncertainty over the short term. 
Over the longer term we believe that the demand for our products 
will continue to grow in line with the structural growth in our 
chosen markets.

All of the Group’s activities are underpinned by ongoing risk 
management, implemented via the Group Risk Framework and risk 
appetite limits described in the Group risk report on pages 51 to 53. 
The Group as a whole and each of its life assurance operations are 
subject to extensive regulation and supervision, which are designed 
primarily to reinforce the Group’s management of its long-term 
solvency, liquidity and viability to ensure that it can continue to meet 
obligations to policyholders. Further details on the current capital 
strength of the Group are provided on pages 44 to 47. 

The Group’s management of wider environmental, social and 
governance issues that could pose a risk to the Group in the future, 
including the impact of climate change, is set out in the 
Environmental, Social and Governance report on pages 66 to 168.

This risk and regulatory focus supports the sustainability of our 
business over the longer term.

Period of viability assessment
The Directors have assessed the viability of the Group for a period 
longer than the 12 months required by the going concern statement.

The Directors performed the assessment by reference to the 
three-year plan period to 31 December 2025. Three years is 
considered an appropriate period as this is the period over which the 
Group undertakes stress testing for the key economic and insurance 
risk factors which most directly affect the viability of the Group. 
A period of three years is selected as these forecasts are inherently 
volatile over a longer estimation period. This period also represents 
the period covered by the detailed business plan that is prepared 
annually on a rolling three-year basis. In approving the business plan, 
the Directors reviewed the Group’s projected performance with 
regards to profitability, cash generation and capital position, together 
with the parent company’s liquidity over this three-year period. 
Assumptions applied in the plan include foreign exchange rates, 
interest rates, credit spreads, equity growth rates, economic growth 
rates, the impact on the business environment arising from the 
impact of Covid-19 and anticipated regulatory changes. The Directors 
are satisfied that this period is sufficient to enable a reasonable 
assessment of viability to be made.

Assessment of principal risks over the period
The Group’s business plan implements the Group’s strategic 
objectives through the business model and activities discussed on 
pages 14 to 15. Assessment of the risks to achieving the projected 
performance remains an integral part of the planning process. 
The Group’s approach to risk management and a summary of the 
key risks facing the Group are set out on pages 48 to 63.

For the purposes of assessing the Group’s viability, the Directors 
considered those risks where the impact of possible adverse external 
developments could be of such speed and severity to present a shock 
to the Group’s financial position. While all the risks set out in the risk 
report have the potential to impact the Group’s performance, the 
key risks impacting the Group’s viability are: market risk, credit risk, 
liquidity risk and regulatory risk. The Directors also considered the 
macroeconomic environment and geopolitical risks in the markets 
in which the Group operates. Mitigation in place for these key risks 
to viability is set out on pages 48 to 63.

Stress and scenario testing
As noted above, underpinning the projections in the business plan 
are a number of economic and other assumptions. To evaluate the 
Group’s resilience to significant deteriorations in market and credit 
conditions and other shock events, these risks are grouped together 
into scenarios which are then applied to the assumptions underlying 
the business plans. Stresses have been applied to the economic and 
non-economic assumptions underlying the base case business plan, 
reflecting the Group’s management of its position within its risk 
appetite. The stresses applied to our economic plan and other 
assumptions in two adverse economic scenarios were as below:

Viability statement prepared in accordance with  
Provision 31 of the UK Corporate Governance Code
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Interest
rate

stress
Equity
stress

Equity
Volatility/Risk 

Premium
Corporate credit 
spread increase

Credit long-term 
loss/long-term

 spread4
Credit default/

downgrade

Adverse
currency

movement
Other
stress

Global deflation (75)bps (20)% to  
(25)%

n/a +50bps n/a 3 times base 
assumption

n/a Adverse policyholder 
behaviour

Global inflation +25bps to 
+200bps5

(25)% to 
(30)%5

+75bps/ 
(50)bps

+75bps5 +100bps/
+250bps

3 times base 
assumption

5% Adverse policyholder 
behaviour

The sensitivity of the Group’s regulatory solvency at 31 December 
2022 to changes in key assumptions is set out on page 406 of this 
annual report. In addition, the adequacy of liquid resources of the 
Group’s parent company across the plan period has been assessed by 
considering a stress scenario assuming the closure of short-term debt 
markets, as well as additional calls on central liquidity by the local 
businesses. In this liquidity stress scenario, the Group would have 
access to sufficient resources to meet the funding requirements of the 
business, after taking into account the Group’s undrawn committed 
liquidity facilities of $2.6 billion, on top of central cash and short-term 
investment balances, which as at 31 December 2022 were 
$3.1 billion. The redemption of debt in January 2023 reduced this 
balance by $0.4 billion.

The scenarios tested showed that the Group would be able to 
maintain viability over the three-year period under assessment, after 
taking account of the actions available to management to mitigate 
the impacts on capital and liquidity in such scenarios. These actions 
include, but are not limited to, rebalancing investment portfolios, 
increased use of reinsurance, repricing of in-force benefits and 
changes to the mix of new business being sold. In addition, the Group 
conducts an annual reverse stress test which gives the Directors an 
understanding of the maximum resilience of the Group to extremely 
severe adverse scenarios. The analysis assists in identifying 
management actions that could be implemented to restore the 
Group’s capital and liquidity resources from extreme positions. 
This analysis also informs the Group’s recovery plan and liquidity 
risk management plan.

The impact on the business of known areas of regulatory change 
whose financial implications can be reasonably quantified is also 
considered as part of the plan. As well as known areas of regulatory 
change, the Group is exposed to the risk of sudden and unexpected 
changes in regulatory requirements at the Group and local levels. 
While unexpected changes cannot be fully anticipated and hence 
modelled, the risk of regulatory change is mitigated by capital held 
by the Group and its subsidiaries in excess of Group and local 
regulatory requirements, the Group and its subsidiaries’ ability to 
generate significant capital annually through operational delivery 
and the availability of compensating actions designed to restore 
key capital metrics.

Conclusion on viability
Based on this assessment, the Directors have a reasonable 
expectation that the Group will be able to continue in operation 
and meet its liabilities as they fall due over the three-year plan 
period to December 2025.

Notes
1 Excluding assets held to cover linked liabilities and those of the consolidated investment funds.
2 Based on middle rating from Standard & Poor’s, Moody’s and Fitch. If unavailable, NAIC and other external ratings and then internal ratings have been used.
3 Source of segmentation: Bloomberg Sector, Bloomberg Group and Merrill Lynch. Anything that cannot be identified from the three sources noted is classified as other.
4 Long-term parameter stresses are only applicable to GIECA.
5 Position in range depends on local market.
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