
       
 

Group Risk Framework Policy 
 
 
i. Risk governance and culture  
 
Prudential’s risk governance comprises the Board organisational structures, reporting relationships, 
delegation of authority, roles and responsibilities, and risk policies that have been established to make 
decisions and control activities on risk-related matters.  
 
The risk governance structure is led by the Group Risk Committee, supported by independent 
nonexecutive directors on risk committees of the Group’s main subsidiaries. The Group Risk Committee 
reviews and approves changes made to the Group Risk Framework and to relevant policies. It also 
reviews and approves new risk policies and recommends to the Board any material policies which require 
Board approval. A number of core risk policies and standards support the Framework to enable risks to 
the Group to be identified, measured and assessed, managed, monitored and reported.  
 
Culture is a strategic priority of the Board, which recognises its importance in the way that the Group 
does business. It shapes the organisation-wide values that are used to prioritise risk management 
awareness, behaviours and practices. The Group works to promote a responsible, risk aware culture 
through ensuring the right balance between risk, profitability and long-term growth in organisational 
decision-making. This is supported through inclusion of risk considerations in performance management 
for key individuals; by building appropriate skills and capabilities in risk management; and by ensuring 
that employees understand and care about their role in managing risk through open discussions. The 
Group Risk Committee has a key role in providing advice to the Remuneration Committee on risk 
management considerations to be applied in respect of executive remuneration.  
 
Prudential’s Group Code of Business Conduct and Group Governance Manual include a series of guiding 
principles that govern the day-to-day conduct of all its people and any organisations acting on its behalf. 
This is supported by specific risk-related policies which require that the Group act in a responsible 
manner. These include, but are not limited to, policies related to financial crime covering anti-money 
laundering and sanctions and anti-bribery and corruption. The Group’s third-party supply policy requires 
that human rights and modern slavery considerations are embedded across all of its supplier and supply 
chain arrangements. Embedded procedures to allow individuals to speak out safely and anonymously 
against unethical behaviour and conduct are also in place.  
 
ii. The risk management cycle  
 
Risk identification In accordance with provision 28 of the UK Corporate Governance Code, a process is 
in place to support Group-wide identification of the company’s emerging and principal risks and this 
combines both top-down and bottom-up views of risks at the level of the Group and its business units. 
The Board performs a robust assessment and analysis of these principal and emerging risks facing the 
company through the risk identification process, the Group Own Risk and Solvency Assessment (ORSA) 
report and the risk assessments undertaken as part of the business planning review, including how they 
are managed and mitigated, which supports decision-making.  
 
The ORSA is the ongoing process of identifying assessing, controlling, monitoring and reporting the risks 
to which the business is exposed. It includes an assessment of capital adequacy to ensure that the 
Group’s solvency needs are met at all times. Stress and scenario testing, which includes reverse stress 
testing requiring the Group to ascertain the point of business model failure, is another tool that helps to 
identify the key risks and scenarios that may have a material impact on the Group. The risk profile is a key 
output from the risk identification and risk measurement processes and is used as a basis for setting 
Group-wide limits, management information, assessment of solvency needs, and determining 
appropriate stress and scenario testing. The Group’s annual set of principal risks is given enhanced 
management and reporting focus.  



       
 
 
Risk measurement and assessment  
 
All identified risks are assessed based on an appropriate methodology for that risk. All quantifiable risks, 
which are material and mitigated by holding capital, are modelled in the Group’s internal model, which is 
used to determine economic capital requirements and is subject to independent validation and processes 
and controls around model changes and limitations.  
 
Risk management and control  
 
The Group’s control procedures and systems focus on aligning the levels of risk-taking with the Group’s 
strategy and can only provide reasonable, and not absolute, assurance against material misstatement or 
loss. Risk management and control requirements are set out in the Group’s risk policies and define the 
Group’s risk appetite in respect of material risks and the framework under which the Group’s exposure 
to those risks is limited. The processes to enable Group senior management to effect the measurement 
and management of the Group material risk profile in a consistent and coherent way, which include the 
flows of management information required, are also set out in the Group’s risk policies.  
 
Risk monitoring and reporting  
 
The identification of the Group’s principal risks informs the management information received by the 
Group Risk Committee and the Board. Risk reporting of key exposures against appetite is also included, 
as well as ongoing developments in the Group’s principal and emerging risks.  
 
iii. Risk appetite, limits and triggers  
 
The Group recognises that interests of its customers and shareholders, and a managed acceptance of risk 
in pursuit of its strategy, lies at the heart of its business, and that effective risk management capabilities 
represent a key source of competitive advantage. Qualitative and quantitative expressions of risk appetite 
are defined and operationalised through risk limits, triggers and indicators. The Risk and Compliance 
function reviews the scope and operation of these measures at least annually. The Board approves 
changes to the Group’s aggregate risk appetite and the Group Risk Committee has delegated authority 
to approve changes to the system of limits, triggers and indicators.  
 
Group risk appetite is defined and monitored in aggregate by the setting of objectives for its liquidity, 
capital requirements and non-financial risk exposure, covering risks to shareholders, including those from 
participating and third-party business. Group limits operate within these expressions of risk appetite to 
constrain material risks, while triggers and indicators provide additional defined points for escalation. The 
Group Risk Committee is responsible for reviewing the risks inherent in the Group’s business plan and 
for providing the Board with input on the risk/reward trade-offs implicit therein. This review is supported 
by the Risk and Compliance function, which uses submissions from local business units to calculate the 
Group’s aggregated position relative to Group risk appetite and limits.  
 
• Capital requirements  
 
Limits on capital requirements aim to ensure that the Group maintains sufficient capital in excess of 
internal economic capital requirements in business-as-usual and stressed conditions, achieves its desired 
target rating to meet its business objectives, and supervisory intervention is avoided. The two measures 
currently in use at the Group level are the regulatory local capital summation method (LCSM) capital 
requirements (both minimum and prescribed levels) and internal economic capital (ECap/GIECA) 
requirements. In addition, capital requirements are monitored on local statutory bases.  
 
• Liquidity 
 



       
 
The objective of the Group’s liquidity risk appetite is to ensure that sufficient cash resources are available 
to meet financial obligations as they fall due in business-as-usual and stressed scenarios. This is measured 
using a liquidity coverage ratio (LCR) which considers the sources of liquidity against liquidity 
requirements under stress scenarios.  
 
Non-financial risks 
 
The Group is exposed to non-financial risks, including environmental, social and governance risks, as an 
outcome of its chosen business activities and strategy. It aims to manage these risks effectively to 
maintain its operational resilience and its commitments to customers and other external stakeholders, 
and to avoid material adverse impact on its reputation. 


